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DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

Disclosure under 5 U.S.C. 552a(b)(12). 
DHS/FEMA may make disclosures from 
this system to ‘‘consumer reporting 
agencies’’ as defined in the Fair Credit 
Reporting Act 15 U.S.C. 1681a(f), as 
amended; or the Federal Claims 
Collection Act of 1966 31 U.S.C. 
3701(a)(3), as amended. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Records in this system are stored in 
an interactive database, computer discs, 
and paper records in file folders. 

RETRIEVABILITY: 

Records may be retrieved by an 
individual’s name, address, social 
security number, and case file number. 

SAFEGUARDS: 

Only authorized FEMA employees 
and contractors have access to this 
information. Hardware and software 
computer security measures are used to 
control access to the data. Access to the 
data is based upon an individual’s 
position in FEMA and/or their 
designated duties. Individuals are 
assigned specific ‘‘rights’’ or specific 
access (e.g., read only, modify, delete, 
etc.). The access granted is based upon 
an individual’s position responsibilities 
for ‘‘official use’’ only. FEMA 
employees are allowed access to the 
data as a function of their specific job 
assignments within their respective 
organizations. Each FEMA employee’s 
access to the data is restricted to that 
needed to carry out their duties. 

No individual applying for disaster 
assistance will have access to the entire 
database via the Internet. Applicants 
will have limited access to only their 
own information that they submitted via 
the Internet, and to the status of their 
own information regarding the 
processing of their own application (e.g. 
the status of required documentation, 
inspection status, or SBA status). 
Applicants are provided a Logon id, 
password, and Personal Identification 
Number (PIN) that connect only to the 
applicant’s data. The password and PIN 
ensures that the login id belongs to the 
applicant. Computer security software 
ensures that the login id is mapped only 
to the applicant’s data. Applicants will 
have access to only their own 
application information after FEMA 
assigns them a properly authenticated 
user id, password, and PIN. Applicants 
will be registered and authenticated in 
accordance with National Institute of 

Standards and Technology Level 2 
Assurance guidelines. 

RETENTION AND DISPOSAL: 
Records pertaining to individual 

assistance EXCEPT those relating to 
temporary housing and Individuals and 
Households Program programs will 
retire to inactive storage when two years 
old and destroyed when six years three 
months old in accordance with FEMA 
Records Schedule No. N1–311–86–1, 
item 4C10a. Records pertaining to 
temporary housing will be destroyed 
three years after close of the operation 
in accordance with FRS No. N1–311– 
86–1, item 4C10b. Closeout occurs when 
the disaster contract is terminated. 
Records pertaining to the IHP program 
will retire to the Federal Records Center 
(FRC) one year after closeout and 
destroyed three years after closeout. 

SYSTEM MANAGER AND ADDRESS: 
Division Director, Individual 

Assistance Division, Federal Emergency 
Management Agency, 500 C Street SW., 
Washington, DC 20472. 

NOTIFICATION PROCEDURE: 
Individuals seeking notification of 

and access to any record contained in 
this system of records, or seeking to 
contest its content, may submit a 
request in writing to the Headquarters or 
component’s FOIA Officer, whose 
contact information can be found at 
http://www.dhs.gov/foia under 
‘‘contacts.’’ If an individual believes 
more than one component maintains 
Privacy Act records concerning him or 
her the individual may submit the 
request to the Chief Privacy Officer, 
Department of Homeland Security, 245 
Murray Drive, SW., Building 410, 
STOP–0550, Washington, DC 20528. 

When seeking records about yourself 
from this system of records or any other 
Departmental system of records your 
request must conform with the Privacy 
Act regulations set forth in 6 CFR part 
5. You must first verify your identity, 
meaning that you must provide your full 
name, current address and date and 
place of birth. You must sign your 
request, and your signature must either 
be notarized or submitted under 28 
U.S.C. 1746, a law that permits 
statements to be made under penalty of 
perjury as a substitute for notarization. 
While no specific form is required, you 
may obtain forms for this purpose from 
the Director, Disclosure and FOIA, 
http://www.dhs.gov or 1–866–431–0486. 
In addition you should provide the 
following: 

• An explanation of why you believe 
the Department would have information 
on you, 

• Identify which component(s) of the 
Department you believe may have the 
information about you, 

• Specify when you believe the 
records would have been created, 

• Provide any other information that 
will help the FOIA staff determine 
which DHS component agency may 
have responsive records, 

• If your request is seeking records 
pertaining to another living individual, 
you must include a statement from that 
individual certifying his/her agreement 
for you to access his/her records. 

Without this bulleted information the 
component(s) may not be able to 
conduct an effective search, and your 
request may be denied due to lack of 
specificity or lack of compliance with 
applicable regulations. 

RECORD ACCESS PROCEDURES: 

See ‘‘Notification procedure’’ above. 

CONTESTING RECORD PROCEDURES: 

See ‘‘Notification procedure’’ above. 

RECORD SOURCE CATEGORIES: 

FEMA receives information from 
individuals who apply for disaster 
recovery assistance through three 
different media: (1) Electronically via 
the Internet at http:// 
www.disasterassistance.gov; (2) by 
calling FEMA’s toll-free number 1–800– 
621–3362, and (3) through submission 
of a paper copy of FEMA Form 90–69. 
In addition information in this records 
system may come from credit rating 
bureaus, financial institutions, 
insurance companies, State, local and 
voluntary agencies providing disaster 
relief, and commercial databases (for 
verification purposes). 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 
Dated: September 14, 2009. 

Mary Ellen Callahan, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. E9–23015 Filed 9–23–09; 8:45 am] 
BILLING CODE 9110–17–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

[Docket No. DHS–2009–0113] 
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and Locator System System of 
Records 

AGENCY: Privacy Office, DHS. 
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ACTION: Notice of Privacy Act system of 
records. 

SUMMARY: Pursuant to the Post-Katrina 
Emergency Management Reform Act of 
2006, and the Privacy Act of 1974, as 
amended, the Department of Homeland 
Security is giving notice that the Federal 
Emergency Management Agency, 
Disaster Assistance Directorate, 
Individual Assistance Branch, 
Emergency Support Function 6–Mass 
Care section, is establishing a new 
system of records entitled the Federal 
Emergency Management Agency—001 
National Emergency Family Registry 
and Locator System. 

This system of records will enable the 
Federal Emergency Management Agency 
to provide a nationally accessible 
electronic system that will allow adults 
displaced from their homes or pre- 
disaster location after a Presidentially- 
declared emergency or disaster to 
voluntarily register themselves, and to 
identify up to seven family or 
household members they agree to allow 
access to their personal identifying 
information that may potentially 
include their current location or a 
special message to an identified 
individual. The Federal Emergency 
Management Agency’s system will 
allow two groups of individuals limited 
information for the purpose of reuniting 
them: (1.) Registrants: displaced 
individuals registered in the system; 
and (2.) searchers: individuals who are 
searching for family or household 
members. Those registering in the 
system or those seeking displaced 
family or household members can 
access the system via the Internet at 
https://asd.fema.gov/inter/nefrls/ 
home.htm or by telephone via toll-free 
number 1–800–588–9822. 
DATES: Submit comments on or before 
October 26, 2009. This new system will 
be effective October 26, 2009. 
ADDRESSES: You may submit comments, 
identified by DHS–2009–0113 by one of 
the following methods: 

• Federal e-Rulemaking Portal: 
http://www.regulations.gov. Follow the 
instructions for submitting comments. 

• Fax: 703–483–2999. 
• Mail: Mary Ellen Callahan, Chief 

Privacy Officer, Privacy Office, 
Department of Homeland Security, 
Washington, DC 20528. 

• Instructions: All submissions 
received must include the agency name 
and docket number for this rulemaking. 
All comments received will be posted 
without change to http:// 
www.regulations.gov, including any 
personal information provided. 

• Docket: For access to the docket to 
read background documents or 

comments received go to http:// 
www.regulations.gov. 

FOR FURTHER INFORMATION CONTACT: For 
general questions please contact: Larry 
Gary, Privacy Officer, Federal 
Emergency Management Agency, 
Federal Emergency Management 
Agency, 500 C Street, SW., Washington, 
DC 20472. For privacy issues please 
contact: Mary Ellen Callahan (703–235– 
0780), Chief Privacy Officer, Privacy 
Office, U.S. Department of Homeland 
Security, Washington, DC 20528. 
SUPPLEMENTARY INFORMATION: 

I. Background 
During Hurricane Katrina, displaced 

individuals experienced numerous 
difficulties in reuniting with family 
members after the disaster. As a result, 
Congress mandated in Section 689c of 
the Post-Katrina Emergency 
Management Reform Act (PKEMRA) of 
2006, Public Law 109–295, that the 
Federal Emergency Management Agency 
(FEMA) establish the National 
Emergency Family Registry and Locator 
System (NEFRLS). FEMA has the 
discretionary authority to activate 
NEFRLS to help reunify families 
separated after an emergency or disaster 
declared by the President as defined in 
the Robert T. Stafford Disaster Relief 
and Emergency Assistance Act, 42 
U.S.C. 5121–5207. 

Pursuant to the savings clause in the 
Homeland Security Act of 2002, Public 
Law 107–296, Section 1512, 116 Stat. 
2310 (November 25, 2002), and in 
accordance with the Post-Katrina 
Emergency Management Reform Act 
(PKEMRA) of 2006, Public Law 109– 
295, and the Privacy Act of 1974, as 
amended, the Department of Homeland 
Security (DHS) gives notice that 
FEMA’s, Disaster Assistance Directorate, 
Individual Assistance Branch, 
Emergency Support Function 6–Mass 
Care section, is establishing a new 
system of records entitled the ‘‘Federal 
Emergency Management Agency 
National Emergency Family Registry 
and Locator System.’’ 

This system of records will enable 
FEMA to provide a nationally accessible 
electronic system that will allow adults, 
displaced from their homes or pre- 
disaster location after a Presidentially- 
declared emergency or disaster, to 
voluntarily register themselves, and to 
identify up to seven family or 
household members they grant, in 
writing, access to their personal 
identifying information. This personal 
identifying information may potentially 
include their current location or a 
special message to an identified 
individual. FEMA’s system will allow 

two groups of individuals limited access 
for the purpose of reuniting them: (1.) 
Registrants: Displaced individuals 
registered in the system; and (2.) 
searchers: individuals who are 
searching for family or household 
members who registered in the system. 
This second group may or may not be 
displaced from their homes and may or 
may not be registered in the system. A 
displaced individual or ‘‘registrant’’ is 
one whose pre-disaster primary 
residence is uninhabitable or 
inaccessible as a direct result of a 
Presidentially-declared emergency or 
disaster. A household member may be 
any person who lived in the registrant’s 
pre-disaster residence immediately 
preceding the disaster. 

As mandated in the statute 
authorizing this system, medical 
patients who have been displaced due 
to a disaster or emergency will also have 
access to and may voluntarily register in 
the system. A medical patient includes 
an individual who receives medical care 
on a daily basis by a licensed medical 
professional and/or has a pre-disaster 
address in a hospital, field hospital, or 
nursing home. Generally, this would not 
include an assisted living facility but 
may also include on a case-by-case 
basis. Those registering in the system or 
those seeking displaced family can 
access the system either electronically 
via the Internet at https://asd.fema.gov/ 
inter/nefrls/home.htm or by telephone 
via toll-free 1–800–588–9822. 

II. Privacy Act 
The Privacy Act embodies fair 

information principles in a statutory 
framework governing the means by 
which the United States Government 
collects, maintains, uses, and 
disseminates individuals’ records. The 
Privacy Act applies to information that 
is maintained in a ‘‘system of records.’’ 
A ‘‘system of records’’ is a group of any 
records under the control of an agency 
for which information is retrieved by 
the name of an individual or by some 
identifying number, symbol, or other 
personal identifying information 
assigned to the individual. In the 
Privacy Act, an individual is defined to 
encompass United States citizens and 
legal permanent residents. As a matter 
of policy, DHS extends administrative 
Privacy Act protections to all 
individuals where systems of records 
maintain information on U.S. citizens, 
lawful permanent residents, and 
visitors. Individuals may request access 
to their own records that are maintained 
in a system of records in the possession 
or under the control of DHS by 
complying with DHS Privacy Act 
regulations, 6 CFR part 5. 
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The Privacy Act requires each agency 
to publish in the Federal Register a 
description denoting the type and 
character of each system of records that 
the agency maintains, and the routine 
uses that are contained in each system 
in order to make agency record keeping 
practices transparent, to notify 
individuals regarding the uses to which 
personally identifiable information is 
put, and to assist individuals to more 
easily find such files within the agency. 
Below is the description of the ‘‘Federal 
Emergency Management Agency 
National Emergency Family Registry 
and Locator System’’ system of records. 

In accordance with 5 U.S.C. 552a(r), 
DHS has provided a report of this new 
system of records to the Office of 
Management and Budget and to 
Congress. 

SYSTEM OF RECORDS: 
DHS/FEMA—001. 

SYSTEM NAME: 
Federal Emergency Management 

Agency National Emergency Family 
Registry and Locator System. 

SECURITY CLASSIFICATION: 
Unclassified. 

SYSTEM LOCATION: 
Records are maintained at the Federal 

Emergency Management Agency 
Headquarters in Washington, DC and 
field offices. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Categories of individuals covered by 
this system include: Registrants (adult 
individual(s)) who have been displaced 
by a Presidentially-declared disaster or 
emergency and who voluntarily register 
in the National Emergency Family 
Registry and Locator System system; 
Family or Household Members who are 
travelling with the registrant, or who 
lived in the pre-disaster residence 
immediately preceding the disaster; and 
Searchers who are searching for missing 
family or household members. 

Searchers are permitted to view 
personal information and/or messages of 
certain registrant(s) upon designation by 
the registrant(s). 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Categories of records in this system 

include: 
Information about the individual 

registering in the National Emergency 
Family Registry and Locator System 
(‘‘registrant’’) consists of: 

• Authenticated Individual’s Full 
Name; 

• Date of Birth; 
• Gender; 

• Current Phone; 
• Alternate Phone; 
• Current Address; 
• Pre-Disaster Address; 
• Name and Type of Current 

Location; (i.e. shelter, hotel, or family/ 
friend’s home); 

• Traveling with Pets (Yes or No); 
• Identity Authentication Approval or 

Nonapproval, the fact of the 
authentication is maintained, but the 
answers to the questions provided to the 
third party organization are not 
maintained by DHS/FEMA; 

• System specific username and 
password; and 

• Personal Message (may consist of 
up to 300 characters intended for 
designated family or household 
members to read). 

Information about the family/ 
household members traveling with the 
registrant in the National Emergency 
Family Registry and Locator System 
consists of: 

• Family/Household Members Full 
Name; 

• Gender; 
• Current Phone; 
• Alternate Phone; 
• Current Address; 
• Pre-Disaster Address; 
• Name and Type of Current 

Location; (i.e. shelter, hotel, or family/ 
friend’s home); 

• Traveling with Pets (Yes or No); 
• Personal Message: (may consist of 

up to 300 characters for listed, 
designated family, or household 
members to read.) 

Information about the individual 
searching the National Emergency 
Family Registry and Locator System for 
a registrant or family/household 
member (searcher) consists of: 

• Searching Individual’s Full Name; 
• Permanent Address; 
• Phone; 
• Alternate Phone; 
• E-mail; 
• Date of Birth; 
• Identity Authentication Approval or 

Nonapproval, the fact of the 
authentication is maintained, but the 
answers to the questions provided to the 
third party organization are not 
maintained by DHS/FEMA; and 

• System specific username and 
password. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
The National Emergency Family 

Registry and Locator System, section 
689c of the Post-Katrina Emergency 
Management Reform Act of 2006, Public 
Law 109–295 and the Robert T. Stafford 
Disaster Relief and Emergency 
Assistance Act, as amended, 42 U.S.C. 
5121–5207. 

PURPOSE(S): 
The purpose of this system is to 

reunify families and household 
members following a Presidentially- 
declared disaster or emergency. To 
families using the National Emergency 
Family Registry and Locator System 
system of records, the registrant and 
searcher must acknowledge that the 
information in National Emergency 
Family Registry and Locator System 
may be disclosed to searchers upon 
request, to Federal agencies, State and 
local governments as well as law 
enforcement or voluntary agencies. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, all or a 
portion of the records or information 
contained in this system may be 
disclosed outside DHS as a routine use 
pursuant to 5 U.S.C. 552a(b)(3) as 
follows: 

A. To the Department of Justice (DOJ) 
(including United States Attorney 
Offices) or other Federal agency 
conducting litigation or in proceedings 
before any court, adjudicative or 
administrative body, when it is 
necessary to the litigation and one of the 
following is a party to the litigation or 
has an interest in such litigation: 

1. DHS or any component thereof; 
2. Any employee of DHS in his/her 

official capacity; 
3. Any employee of DHS in his/her 

individual capacity where DOJ or DHS 
has agreed to represent the employee; or 

4. The United States or any agency 
thereof, is a party to the litigation or has 
an interest in such litigation, and DHS 
determines that the records are both 
relevant and necessary to the litigation 
and the use of such records is 
compatible with the purpose for which 
DHS collected the records. 

B. To a congressional office from the 
record of an individual in response to 
an inquiry from that congressional office 
made at the request of the individual to 
whom the record pertains. 

C. To the National Archives and 
Records Administration (NARA) or 
other Federal Government agencies 
pursuant to records management 
inspections being conducted under the 
authority of 44 U.S.C. sections 2904 and 
2906. 

D. To an agency, organization, or 
individual for the purpose of performing 
audit or oversight operations as 
authorized by law, but only such 
information as is necessary and relevant 
to such audit or oversight function. 

E. To appropriate agencies, entities, 
and persons when: 
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1. DHS suspects or has confirmed that 
the security or confidentiality of 
information in the system of records has 
been compromised; 

2. The Department has determined 
that as a result of the suspected or 
confirmed compromise there is a risk of 
harm to economic or property interests, 
identity theft or fraud, or harm to the 
security or integrity of this system or 
other systems or programs (whether 
maintained by DHS or another agency or 
entity) or harm to the individual that 
rely upon the compromised 
information; and 

3. The disclosure made to such 
agencies, entities, and persons is 
reasonably necessary to assist in 
connection with DHS’s efforts to 
respond to the suspected or confirmed 
compromise and prevent, minimize, or 
remedy such harm. 

F. To contractors and their agents, 
grantees, experts, consultants, and 
others performing or working on a 
contract, service, grant, cooperative 
agreement, or other assignment for DHS, 
when necessary to accomplish an 
agency function related to this system of 
records. Individuals provided 
information under this routine use are 
subject to the same Privacy Act 
requirements and limitations on 
disclosure as are applicable to DHS 
officers and employees. 

G. To an appropriate Federal, State, 
tribal, local, international, or foreign law 
enforcement agency or other appropriate 
authority charged with investigating or 
prosecuting a violation or enforcing or 
implementing a law, rule, regulation, or 
order, where a record, either on its face 
or in conjunction with other 
information, indicates a violation or 
potential violation of law, which 
includes criminal, civil, or regulatory 
violations and such disclosure is proper 
and consistent with the official duties of 
the person making the disclosure. 

H. To Federal agencies; State, tribal 
and local governments; Federal, State, 
and local law enforcement agencies; the 
National Center for Missing and 
Exploited Children and voluntary 
organizations as defined in 44 CFR 
206.2(a)(27) that have an established 
disaster assistance program to address 
the disaster-related unmet needs of 
disaster victims, are actively involved in 
the recovery efforts of the disaster, and 
either have a national membership, in 
good standing, with the National 
Voluntary Organizations Active in 
Disaster, or are participating in the 
disaster’s Long-Term Recovery 
Committee for the express purpose of 
reunifying families. Other agencies may 
include other Federal agencies and non- 
governmental agencies with which 

FEMA coordinates under the National 
Response Framework, which is an 
integrated ‘‘plan’’ explaining how the 
Federal Government will interact with 
and support State, local, tribal, and non- 
governmental entities during a 
Presidentially-declared disaster or 
emergency. This may include: The 
Office of Juvenile Justice and 
Delinquency Prevention, Department of 
Health and Human Services, U.S. 
Department of Justice, U.S. Federal 
Bureau of Investigation’s Crimes Against 
Children’s Unit, Department of Justice 
U.S. Marshals Service, the American 
Red Cross, and the National Emergency 
Child Locator Center. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records in this system are stored 

electronically or on paper in secure 
facilities in a locked drawer behind a 
locked door. The records are stored on 
magnetic disc, tape, digital media, and 
CD–ROM. 

RETRIEVABILITY: 
Records may be retrieved by name, 

address (current and alternate), and 
phone number of the individual 
registering or searching in the National 
Emergency Family Registry and Locator 
System. 

SAFEGUARDS: 
Records in this system are 

safeguarded in accordance with 
applicable rules and policies, including 
all applicable DHS automated systems 
security and access policies. Strict 
controls have been imposed to minimize 
the risk of compromising the 
information that is being stored. 
Administrative access to the computer 
system containing the records in this 
system is limited to those individuals 
who have a need to know the 
information for the performance of their 
official duties and who have appropriate 
clearances or permissions. The system 
maintains a real-time auditing function 
of individuals who access the system. 

RETENTION AND DISPOSAL: 
In accordance with the FEMA Records 

Schedule (FRS), the National Archives, 
and Records Administration (NARA) 
Disposition Authority number N1–311– 
09–1, records and reports related to and 
regarding registrations and searchers in 
NEFRLS performed by a displaced 
person, Call Center Operator on behalf 
of a displaced person, or family and 

friends will be cut off 60 days after the 
last edit to the record and destroyed/ 
deleted 3 years after the cutoff. 
Additionally, in compliance with FRS, 
NARA Disposition Authority number 
N1–311–04–5, Item 3, records in this 
system associated with a domestic 
catastrophic event will have permanent 
value. A catastrophic event may be any 
natural or manmade incident, including 
terrorism, which results in 
extraordinary levels of mass casualties, 
damage, or disruption severely affecting 
the population, infrastructure, 
environment, economy, national morale, 
and/or government functions. A 
catastrophic event could result in 
sustained national impacts over a 
prolonged period of time; almost 
immediately exceeds resources 
normally available to State, local, tribal, 
and private-sector authorities in the 
impacted area; and significantly 
interrupts governmental operations and 
emergency services to such an extent 
that national security could be 
threatened. 

SYSTEM MANAGER AND ADDRESS: 

Deputy Director, Individual 
Assistance, Disaster Assistance 
Directorate, Federal Emergency 
Management Agency, 500 C Street, SW., 
Washington, DC 20472. 

NOTIFICATION PROCEDURE: 

Individuals seeking notification of 
and access to any record contained in 
this system of records, or seeking to 
contest its content, may submit a 
request in writing to FEMA’s FOIA 
Officer, 500 C Street, SW., Attn: FOIA 
Coordinator, Washington, DC 20472. 

When seeking records about yourself 
from this system of records or any other 
FEMA system of records your request 
must conform with the Privacy Act 
regulations set forth in 6 CFR part 5. 
You must first verify your identity, 
meaning that you must provide your full 
name, current address and date and 
place of birth. You must sign your 
request, and your signature must either 
be notarized or submitted under 28 
U.S.C. 1746, a law that permits 
Statements to be made under penalty of 
perjury as a substitute for notarization. 
While no specific form is required, you 
may obtain forms for this purpose from 
the Director, Disclosure and FOIA, 
http://www.dhs.gov or 1–866–431–0486. 
In addition you should provide the 
following: 

• An explanation of why you believe 
the Department would have information 
on you, 

• Specify when you believe the 
records would have been created, 
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• If your request is seeking records 
pertaining to another living individual, 
you must include a Statement from that 
individual certifying his/her agreement 
for you to access his/her records. 

Without this bulleted information the 
FEMA may not be able to conduct an 
effective search, and your request may 
be denied due to lack of specificity or 
lack of compliance with applicable 
regulations. 

RECORD ACCESS PROCEDURES: 
See ‘‘Notification procedure’’ above. 

CONTESTING RECORD PROCEDURES: 
See ‘‘Notification procedure’’ above. 

RECORD SOURCE CATEGORIES: 

Records are obtained by registrants for 
the National Emergency Family Registry 
and Locator System, individuals 
searching the National Emergency 
Family Registry and Locator System; 
and third party authentication services 
indicating an individual has been 
approved or not approved. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 
Dated: September 14, 2009. 

Mary Ellen Callahan, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. E9–23018 Filed 9–23–09; 8:45 am] 
BILLING CODE 9110–17–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

Senior Executive Service Performance 
Review Board 

AGENCY: Office of the Secretary, DHS. 
ACTION: Notice. 

SUMMARY: This notice announces the 
appointment of the members of the 
Senior Executive Service Performance 
Review Boards for the Department of 
Homeland Security. The purpose of the 
Performance Review Board is to view 
and make recommendations concerning 
proposed performance appraisals, 
ratings, bonuses, pay adjustments, and 
other appropriate personnel actions for 
incumbents of Senior Executive Service 
positions of the Department. 
DATES: Effective Dates: This Notice is 
effective September 24, 2009. 
FOR FURTHER INFORMATION CONTACT: 
Carmen Arrowood, Office of the Chief 
Human Capital Officer, telephone (202) 
357–8348. 
SUPPLEMENTARY INFORMATION: Each 
Federal agency is required to establish 

one or more performance review boards 
(PRB) to make recommendations, as 
necessary, in regard to the performance 
of senior executives within the agency. 
5 U.S.C. 4314(c). This notice announces 
the appointment of the members of the 
PRB for the Department of Homeland 
Security (DHS). The purpose of the PRB 
is to review and make recommendations 
concerning proposed performance 
appraisals, ratings, bonuses, pay 
adjustments, and other appropriate 
personnel actions for incumbents of SES 
positions within DHS. 

The Board shall consist of at least 
three members. In the case of an 
appraisal of a career appointee, more 
than half of the members shall consist 
of career appointees. Composition of the 
specific PRBs will be determined on an 
ad hoc basis from among the individuals 
listed below: 
Acton, John C., Aguilar, David V., 

Alikhan, Arif, Anderson, Gary L., 
Armstrong, Charles R., Ashley, Russ, 
Aytes, Michael L., Baldwin, William 
D., Barr, Suzanne E., Barth, Richard 
C.; 

Bartoldus, Charles P., Bathurst, Donald 
G., Beckwith, Brian R., Bell, Hubert 
T., Bersin, Alan D., Bertucci, Theresa 
C., Bester-Markowitz, Margot, 
Borkowski, Mark S., Bourbeau, Sheryl 
L., Boyd, David G.; 

Braun, Jacob, Bray, Robert S., Brooks, 
Vicki, Brundage, William, Bucher, 
Steven P., Buckingham, Patricia A., 
Burke, Dennis, Burke, Richard M., 
Buswell, Bradley I., Butcher, Michael; 

Button, Christopher, Callahan, Mary 
Ellen, Capps, Michael, Carpenter, Dea 
D., Carter, Gary E., Carwile III, 
William L., Chaparro, James M., 
Cipicchio, Domenico C., Cohen, 
Robert, Cohn, Alan; 

Cogswell, Patricia, Colburn, Christopher 
B., Collett, Gregory L., Connor, 
Edward L., Cooper, Bradford E., 
Coyle, Robert E., Cullen, Susan M., 
Cummiskey, Chris, Daitch, William, 
Davis, Delia P.; 

Dayton, Mark, de Vallance, Brian, 
DeVita, Charles N., DiFalco, Frank, 
Dong, Norman S., Doyle, Christopher 
J., Duffy, Patricia M., Duke, Elaine C., 
Duong, Anh N., Ely, John; 

Etzel, Jean A., Fagerholm, Eric N., Falk, 
Scott K., Farmer, Robert A., Flinn, 
Shawn O., Forman, Marcy M., Gaines, 
Glenn A., Gallaway, Charles, Garratt, 
David E., Garrison-Alexander, Emma 
M.; 

Garza, Alexander, Gaugler, Christine E., 
George, Susan E., Gina, Allen, 
Gnerlich, Janet L., Gordon, Andrew 
S., Gowadia, Huban, Graves, Margaret 
H.; 

Gruber, Corey D., Guilliams, Nancy W., 
Gunderson, Richard K., Hagan, 

William, Hansen, Jacob B., Heifetz, 
Stephen R., Hewitt, Ronald T. RADM, 
Heyman, David F.; 

Hill, Alice, Hill, Marcus L., Holmes, Jr., 
K. David, Hooks, Robert R., Howe, 
James, Howell, David R., Humphrey 
IV, Hubert H., Ingram, Deborah S., 
Jensen, Robert R., Johnson, Bart R.; 

Jones, Berl T., Jones, Christopher N., 
Jones, Franklin C., Jones, Rendell L., 
Kair, Lee R., Kauffman, Keith G., 
Kayyem, Juliette N., Keegan, Michael 
J., Keene, D. Kenneth, Kendall, Sarah 
M.; 

Kerner, Francine, Kielsmeier, Lauren 
M., Kieserman, Brad J., Kibble, Kumar 
C., Kikla, Richard V., Kim, Leezie, 
Kish, James R., Kostelnik, Michael C., 
Koumans, Marnix R., Kraninger, 
Kathleen; 

Krohmer, Jon R., Kroloff, Noah, Kronish, 
Matthew L., Kropf, John, Kruger, 
Mary, Lane, Jan P., Lawless, Margaret 
E., Lawrence, Cortez, Lenkart, Steven 
V.; 

Lesher, Janet, Lewis, Ashley J., Logan, 
Mark, López, Marco A., Luczko, 
George P., Ludtke, Meghan G., Lute, 
Jane Holl, Maher, Joseph B., Manning, 
Timothy W., Massale, John J., May, 
Major P.; 

McAllister, Lorna, McCormack, Luke J., 
McDermond, James E., McGinnis, 
Roger D., McNamara, Jason R., 
McNamara, Philip, McQuillan, 
Thomas R., Merritt, Michael, Mitchell, 
Andrew, Monette, Theodore A.; 

Morrissey, Paul S., Moynihan, Timothy 
N., Muenchau, Ernest, Neal, Jeffrey R., 
Neufeld, Donald W., Newhouse, 
Victoria E., Nicholson, David, 
O’Connell, Maria L., Olavarria, Esther, 
Oliver, Clifford E.; 

O’Melinn, Barry C., Onieal, Denis G., 
Palmer, David J., Parent, Wayne C., 
Parmer Jr., Raymond R., Patrick, 
Connie L., Peacock, Nelson, Peña, 
Alonzo R., Philbin, Patrick, Pierson, 
Julia A., Pressman, David; 

Prewitt, Keith L., Ramanathan, Sue, 
Rausch, Sharla P., Reitinger, Philip, 
Risley, Lisa J., Robles, Alfonso, 
Russell, Michael D., Sammon, John P., 
Sandweg, John R., Sarubbi, Jonathan, 
Saunders, Steve D.; 

Schaffer, Gregory, Schenkel, Gary W., 
Schied, Eugene H., Schriro, Dora B., 
Scialabba, Lori L., Sevier, Adrian, 
Shall, Daryl A., Shea, Bob F., Shelton 
Waters, Karen R., Sherry, Peggy; 

Shih, Stephen T., Sligh, Albert B., 
Smith, A.T., Smith, Gregory B., Smith, 
Sean, Smith, William E., Spires, 
Richard, Stenger, Michael C.; 

Teets, Gary, Tomsheck, James F., Torres, 
John P., Trautman, Tracey, Trissell, 
David A., Trotta, Nicholas, Tuttle, 
James D., Vincent, Peter S.; 
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